
The foundation of a community’s public safety efforts are grounded by transparency and trust and in concert with their local law enforcement agencies. Public-
Private Partnerships help to bridge this gap. Through innovative and collaborative license plate sharing programs, where businesses can opt-in to share their license 
plate recognition (LPR) camera data with law enforcement, businesses are doing their part to help agencies identify critical data to ensure a safer community. 

The Vigilant ClientPortal integration allows businesses to share their license plate reads collected by Motorola Solutions' Avigilon Control Center with a law 
enforcement agency’s Vigilant Law Enforcement Archival Reporting Network (LEARN). Through this collaborative license plate sharing program, businesses can 
aid law enforcement agencies to detect and respond to vehicles listed on a Be-On-the-Lookout (BOLO) list. Businesses don’t have to take any further action once a 
license plate registered on this list is captured, ensuring a safer outcome for the entire community. 

VIGILANT CLIENTPORTAL INTEGRATION 
ENHANCING SAFETY BY BRIDGING LAW ENFORCEMENT AND LOCAL BUSINESSES

PLATE SHARING
Every license plate read detected by ACC is sent to the 
designated agency’s LEARN account, with the following 
data shared by ACC for each license plate detected: license 
plate, image of license plate, image of vehicle, GPS location 
associated with camera, and date and time of the plate read.

DATA SECURITY
Data transmission uses industry standard encryption. Data stored in ACC and 
Vigilant ClientPortal can only be accessed by authorized personnel. Avigilon 
and Vigilant Technical Support personnel cannot access customer data, 
unless authorized. Access authorizations can be revoked at any time by Site 
Administrators through user management interfaces in ACC and ClientPortal.

DATA OWNERSHIP
License plate data shared with and stored in Vigilant Systems are wholly owned by the customer. Cloud-connected ACC does not retain any 
license plate data once the data is sent to the Vigilant ClientPortal. Retention policies for license plate data are set by the Site Administrator in 
ACC and ClientPortal respectively. Data shared by ClientPortal with LEARN follows the data retention policy set by the Site Administrator in the 
Vigilant ClientPortal. If a license plate matches an entry on a watchlist setup by the receiving law enforcement agency in LEARN, the license plate 
and its accompanying data will be subject to the retention and sharing policies of the law enforcement agency.

For more information visit avigilon.com/clientportal
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